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㏇䷓䈢䅸ꯝ┖ⱱ㵩香港䣒鵴䡗ր保㒮䄬ց䫠
Ⳃ僜ⳉ丩澰⴫炙僎┕┖催❤韻網礙氳䟕榫㵴亦
妩榟氳➘⮵飉釤催艈餉魌ꄆ⺁┉亡ꪫ㍕䟕儗港
ꪫ㵴✿舅網礙氳㣜耕⨣⴫網礙㱨氳ꧏ姲闭䐃
处⮊ꗴ亦♓┕⪔ꯁ飸ⳚHKIRC 亦⸼年 ╚Ⳃ犉
哗䬠냖僜ⳉ姢䇖⨣⴫硎礵⹖䈌♓澭⟊耉憡
ր.hkց⹖ր. 香港ց榫䢒䬠❠㵬哅⺎ꪥ┦年扝
ꝴ亝氳㓊⺲硎礵僜ⳉ禵䧏荂㞒氳網礙梫㗟禵
闀䊹㛻䄬妩✳榫互聯網氳垷沠HKIRC ◱䋟箜犉
哗䫠䊹ր.hkց⹖ր. 香港ց㓊⺲氳䄄⛼䍛鐪㓊
⺲氳⨣Ⳛ⽰⧎⡭鵡鷪稘┕㲛⥉✿䬠냖✳榫曎⽰
㓊⺲丩㰅

With the Government tak ing the lead in making Hong Kong 

a 'Smart City' and digit is ing i ts services, and the community 

increasingly rely ing on Internet appl icat ions for dai ly l i fe, the 

Internet has become an indispensable part of daily life for ordinary 

c i t i zens.  Yet  at  the same t ime,  cyber  secur i ty  threats  have 

reached unprecedented levels in Hong Kong, leading to increasing 

demand for enhanced network security. In the light of these two 

trends, HKIRC has been actively enhancing its service levels and 

optimising its systems and procedures throughout the year to 

ensure that ".hk" and ". 香港 " users continue to enjoy rel iable 

professional services, while at the same time maintaining a safe 

and efficient online ecosystem and helping to protect the interests 

of the public. Our work has also included actively promoting the 

use of the ".hk" and ". 香港 " domain names and increasing their 

uti l isation rate, something we have pursued through extensive 

online promotion of the advantages and value of these domain 

names to the public.

".hk" and ".香港 " Fosters Digital Economy 

Development

Creates unlimited business opportunities 

ր.hkց⹖ր.香港ցⲂⱱ丩㰅祺忴氪㷤
憡╈㵸⚀Ⱚ嚂鷖䋧り嚂
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䋧錄保㒮䄬氳鷪╈互聯網⽰丩㰅㓹䋧氳ꄆ釒
䓪有㘎扝峎網礙⟊㱨佭䑒┘⺎㵼氳┉梫鷪⸼丩
年ꝴHKIRC 憡ր.hkց⹖ր. 香港ց榫䢒䬠❠⩦
鞞氳網珇淃僜ⳉ┾䬠ꁼ榫䢒⹖侇⟣塜氪杯氳㱨
庁嬼浍釤㛛ꝴ㣜耕仼㘎HKIRC 伺氫儔ꦟ禟
笀氳ꄆ釒䓪䷚塝䫠⭴亏ր網⢹鵡ց網珇淃僜
ⳉ╚Ⳃ憡榫䢒網珇鶡车⮤塠淃䫠⭴꺙꣬夀♓
ր.edu.hkց⽰ր.org.hkց氳䷹罬⽰ꪞ䷓䈢磞笞憡
僜ⳉ㵴霆⹖䏳䋟⛈釛衏舘⪭☾榫䢒䫠⭴♓✿⹛
䟕注樧塜ꪫ䄖憡飃鷪 � 蛓網珇淃

HKIRC㏇鷪⸼┉年◱艈车▽㛡ꯁ有꟯網礙㱨氳孨
Ⳃ舅 2022 年┖ⶐ年꺙䫠網礙㱨⿦䄄㓸鋍䇖⺐
䬠❠⩦鞞氳㵬哅㓸鋍䬠ⶍ⿦䄄氳網礙㱨䙬閂
舅ꯁ泘䫠⭴♓✿䄖祺㓸鋍飃鷪 �2 蛓☕埠岒⹨♓
╈㵸⚀憡╚氳榫䢒塚鲝⸼年筷箜瞿沠姲瞿㶩鰾
公㲝╈┘⺱绹⛤䢦ꪫ㵴氳䗯㗟憡 � ⠕┘⺱㽗⛤度
骰銬鵴氳㓸鋍⪐㳋䐍⚀哅管理㷼舘⯥稘㲙僜㏱有
注䟕氳鋍穓⪐㳋阁⿦䄄耉㛭㏇湿侇ꝴ⪐䫚䷅ꄡ㵴
䓪氳㓸鋍㷸暢㞒鍑⪭䏳催ꝧ氪▽ 3 ⠕♓车哅⮇
氳㓸鋍⪐㳋ⴎ䦮꧇㯹りⳉꪞ䷓䈢磞笞⽰熭䤗
⮤Ⱚ䴺꟏车哅⹨浑䬠냖┘⺱车哅氳網礙㱨䙬
閂HKIRC注⟔鵂鷪榟孨⴫氳㓸鋍⪐㳋耉有Ⲃ䴔
ⶍ⿦䄄氳㓸鋍Ⳃ嚂┾䬠냖ꡕ辀䙬閂峎⛧⚀哅⽰
嚂啶⭴杯☕憡ꎭ鏲氳嚂僎HKIRC㵩僎筷箜艃┘⺱
嚂啶⽰车哅⺭⛼僿價⺎♓阁催㛡☕⹨⮽㵬哅氳鋍
穓峎㵼⭴杯☕憡鷪㜊㵷舜氳網礙㱨⷇嚂

HKIRC⺁┉ꄆ럅㓸鋍㵴霆⯞佭㱄榟杯☬氳╈㵸㱄
榟㸋ր網礙⸊⛩妩ց㱄綗⽰㤗嗝▉㵼┘▽䫚銕網
礙㍕塝HKIRC舅鈫有鞊♴⹖企惊鮗☾⠟網礙㱨
氳ꄆ釒䓪♓⩦☾⠟䡗憡┘嫏╯䏻氳䷍䳦㵴霆
꺙度艈车氳ր香港㵸㱄榟網礙㱨ゖ璽奄頉ց亦⸼
年⮤㱮䡗⻹䌖▽鷀 �0 ꝴ㱄劆 �00 㛡⛤㱄榟⹉艃
課蜸互Ⳃ氳飰⽏ゖ璽亡䌋䌖㱄榟⠟氳艅飰阁
☾⠟耉䐍㵸꟯嫱網礙㱨䙬閂

Today's smart  c i t ies re ly  heav i ly  on the Internet  and d ig i ta l 

infrastructure, and effective cyber security is therefore a crucial 

component. In recent years, HKIRC has been contr ibut ing to 

making Hong Kong a safer Internet environment by providing free 

web security services to ".hk" and ".香港 " users. Our free website 

scanning service alerts owners of any security issues for prompt 

rectification. Given the increase in external cyber threats, HKIRC 

has also launched a new "Healthy Web" website scanning service 

which proactively conducts initial scans of users' websites. The 

f i rst phase of the service focuses on ".edu.hk" and ".org.hk" 

websites, but this will be extended to cover other users in due 

course. Response has been very positive since the launch of the 

service, with more than �0,000 websites having been scanned to 

date. 

HKIRC has also undertaken various other cybersecurity initiatives 

throughout the year. One of these is our cyber secur i ty staff 

training platform, which we have been running since the second 

half  of 2022 .  The platform offers free professional training to 

organisations wanting to enhance their staff's awareness of cyber 

security, and has been very well received by users. To date, more 

than �20,000 people have been trained under the programme, 

which is especial ly popular among smal l-  and medium-sized 

en te rp r i ses .   Las t  yea r,  we  enhanced  t he  p rog ramme by 

developing tai lored training content for six di fferent business 

posit ions, f rom corporate management to front l ine customer 

services, providing more targeted training for employees in a short 

period of time. We subsequently developed three industry-specific 

sets of training materials, on e-commerce, non-governmental 

organisations and technology. These enhancements sprang from 

our belief that realistic training content is effective in enhancing 

staff  mot ivat ion and ra is ing awareness of  the importance of 

protection, thus reducing the chance of human error. We wil l 

continue to collaborate with different organisations and industries 

in encouraging more users to undertake professional training, 

helping to reduce the r isk of cyber security lapses caused by 

human error.

Another of HKIRC's important training targets is school students. 

Pr imary and secondary school students are already "Internet 

natives", having been immersed in the Internet for learning and 

entertainment since birth. We are highly aware of our responsibility 

to instil Internet safety awareness in this generation from an early 

age, so that they will not fall victim to attacks by unscrupulous 

pa r t i es .  Ea r l y  l as t  yea r  we  ran  the  f i r s t -eve r  "Hong  Kong 

Cybersecurity Quiz Competit ion for Primary School Students", 

which attracted more than �00 students from over �0 schools. 

The interactive and stimulating question-and-answer format of the 

competition was very effective in raising younger students' interest 

in and awareness of the importance of Internet safety.
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舘亦㏇倄⡾僿ꝴ鬼闌塾✿氳ր網礙㱨ꪂ年銷
ⱁցHKIRC 㶩聯⺱ Cyberbay艈鰾▽港꺙⠕
♓ր網礙㱨⪌ꝛ艃ꡕ疘庁嬼㓸鋍銷ⱁց憡╚갭氳
ꪂ年銷ⱁ有飃鷪 �0 ꝴ㱄劆⹉艃氳㱄榟☕丩㛡
鷾 �,000 ☕銷ⱁ憡年魌☕䬠❠氪䫂網礙㱨꤬䖲
┾報告庁嬼氳鋍穓♓ꡕ疘網礙䷍䳦㱄榟⠟㵴佭
埠奄頉磶⺭▽㏇绹냇꿨岒䚋艅飰┘㵼㱄榟催辑炐
有䑪㏇㵩✿䤸骰網礙㱨车哅HKIRC僿價䏢䏳氳
䫠䊹䄄⛼耉阁催㛡㱄榟▽鉮有꟯♴绹網礙㱨䄄⛼
氳⪐㳋憡儔✿㓸罬催㛡⨣熕氳網礙㱨☕䣉

舅年╈♓✿儗港氪榟氳網礙㱨◄䷚⽰網礙鍇꽰
勈♭䬠ꁼ▽⺨亡㵴網礙㱨氳ꄆ釲⨅管飉✿飉㛡
氳網礙鍇꽰孨Ⳃ鵡鷪鵡銻鬂♭鶡车⛙ HKIRC ☱
抈嫱䙬⮽網礙ꄪ뇹䷍䳦☱抈佭僅䅻釤氳堉꽰䣆嫏
╯┉㍕塝⸼年 HKIRC 艃香港閝ⳉ谊網礙㱨
⹖熭䤗糆勈鐪刨熭⺭⛼艈鰾▽վꄪ뇹꧇鼾庌綗
2023տ孨Ⳃ⪦鹹鑂▽ ��� 㳄嚂啶飃鷪 � 蛓⺲
⿦䄄⹉艃⪭╈⪭╈有⪠䡗┉氳嚂啶舘㵼有┉⺲⿦
䄄럅䳦▽꧇鼾鵿磶鵞⹛佖⭴麅有䏭㛻氳䷊鶡狞
ꝴ儔✿HKIRC㵩筷箜鶡车㲛⥉䫠䊹䄹價鶡┉
塠䬠냖網礙㱨䙬閂峎㵼網礙䷍䳦氳겨ꤠ

艃塝⺱侇HKIRC㏇⸼年◱有筷箜䫠Ⳃ丩澰扝꤄灒
氳公浑✳⽝憡催ꪫ鷾舜丩澰⪦踅氳갾俍ⲅⱱ
亦年⮤艈鰾▽ր扝꤄灒網ꮻ㇚錊銷ⱁցꯓ晥煱辑
䬴┉浑憡有攑墤ꧏ釒☕㚖耉催㳋佄✳榫仼䅻䢦ꧏ氳
⺨網┕僜ⳉ阁榟孨催釤➘⮵縡♀⭴갯㛛䑐ⱱ
䫑榫扝꤄灒錄銷䣒鵴網ꮻ⽰䟕榫䌋氳⹉ⱶ縖鷪
⸼┉㷋氳榼鑂丩㰅憡塽㷋╯⫦鬴┕┉㷋㘎ⱶ▽鲥
⪔䡗䧏箜┕ⶍ氳⹉艃度⹛佖⭴ HKIRC 艃┉浑䶺
䧏⚠⛂氳ⲅⱱ䡗冽⺨车哅氳犉哗⹉艃◱♒☕䚋
⮽렺艸❆㞞有催㛡ꉐ车ⱶ⪌銷ⱁ㨨냇亡ꪫ氳
⹛䟕◱鬴♓䏢催憡掃憶阁銷ⱁ耉釛衏氳㷼ꪫ闭
䐃催䊹

In the summer holidays HKIRC once again organised the "Cyber 

Youth Programme" in Hong Kong. This year, we col laborated 

with Cyberbay to organise a new "Cybersecurity Introduction and 

Vulnerabilities Prevention Training Programme", in which more than 

�0 schools and �,000 students took part. The programme trained 

young people to identify and report cybersecurity vulnerabilities to 

prevent cyber-attacks. Much interest was shown in the on-the-job 

experience available under the programme, and many students 

expressed their intention to join the cyber security industry in the 

future. HKIRC hopes that through this and future promotional 

efforts, more students will get to know about the field of cyber 

security and choose to join the talent pool. 

Since the middle of the year, the cyber security incidents have 

occurred in Hong Kong and the cases of  cyber f raud, have 

served as important reminders to everyone using the Internet of 

the importance of cyber security. Although cyber fraudsters are 

increasingly exploiting communication software, HKIRC has noted 

that phishing attacks remain one of the most common deception 

techniques. We therefore collaborated with the Cyber Security and 

Technology Crime Bureau (CSTCB) of the Hong Kong Police Force 

in the year to organise a "Phishing Email Drill 2023", and invited a 

total of ��� organisations with more than �0 000 staff members to 

participate in the exercise. In ��% of these organisations, at least 

one staff member clicked on the phishing email l ink, indicating 

much room for improvement. HKIRC will continue its publicity and 

promotion efforts with the goal of further enhancing cyber security 

awareness and minimising the risk of cyber-attacks in the future.

HKIRC also continued with its public mission of digital accessibility 

in the past year. We organised the "Web Accessibility Recognition 

Scheme Awards Ceremony" at  the beginn ing of  the year  to 

recognise the efforts of organisations that have adopted barrier-

free design when creat ing new web pages and appl icat ions. 

These efforts are specifically helping people with special needs 

by making it easier for them to access the daily online services 

that they need. The number of applications for the award in the 

year was the highest ever, an increase of nearly 20% over the 

previous year, reflecting the diligent promotional efforts of HKIRC 

and its supporting partners. We also saw an encouraging rise 

in part ic ipat ion from specif ic industr ies, such as the banking 

industry, while media coverage of the scheme was wider and more 

enthusiastic than previously as well. 
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This scheme has now been off ic ia l ly  renamed as the Dig i ta l 

Accessibil ity Recognition Scheme (DARS). The new name more 

closely reflects our wider goals for digital inclusion, which are 

not l imited to the web. In addition, the target audience of the 

scheme has been broadened to include the elderly. This means 

that digital designers will be encouraged to consider elderly users 

when they are designing web pages and applications, for example 

by simplifying layout and adjusting text size, so that these users 

can more easily engage in a full digital lifestyle during their golden 

years. We hope that many more enterprises and organisations 

w i l l  embrace d ig i ta l  inc lus ion in  the  course  o f  the i r  d ig i ta l 

transformation journeys, enabling all citizens to share the benefits 

of the digital economy together.

Looking ahead, HKIRC wil l continue to ensure that its domain 

name work helps to promote the interests of Hong Kong's Internet 

community and serves as an important tool for the terr itory's 

economic development. We wil l  also continue to promote the 

va lue of  " .hk" and ". 香 港 " in the international arena, taking 

special advantage of Belt and Road opportunities. By cooperating 

with Internet organisations in countries and regions along the 

Belt and Road, we plan to enhance the global visibi l i ty of the 

".hk" and ". 香港 " domain names and promote Hong Kong's role 

as an international centre of business. Meanwhile, HKIRC is fully 

committed to supporting the Government's init iat ives to bui ld 

Hong Kong into a truly digital society. We are confident that, by 

working together, strengthening communication and boosting 

collaboration, success will continue  and we will scale new heights 

together.

銷ⱁ亦⸼年◱塜䌋催⺲憡ր丩澰扝꤄灒㇚錊銷ⱁց
Digital Accessibility Recognition Scheme
塝⺲牒催鞟⮊㏑⹛佖䫠Ⳃ丩澰⪦踅泘嘅氳䙬紶┘
⥪㷀限亦網ꮻ縡佭䄹價公浑催岳咠㏑渊鉮鎊銷ⱁ
釛衏氳疘㎠♓瑟⺭丩㰅炙僎氳ꧏ姲塝㛛麅㵩
䴺㛻泘嘅⹨浑尝衏ꝏ縖氳ꧏ姲㵩ꝏ縖硱⪌憡ꄆ
럅僜ⳉ㵴霆렺⳶錄銷網ꮻ⽰䟕榫䌋侇縓䜢⪭ꧏ
姲❆㞞癩⴫撹ꪫ⹖鐪丞乄㰅㛻㵸璣鵞嘚耉㛭䇆
Ⲃ☾⠟催魌넴㏑鸸䟕丩㰅⴫榟孨◸⹨⩘㴨有飰氳
嗝룺榟孨⪽價耉有催㛡⚀哅⽰嚂啶㏇鶡车丩澰
鮺㑔氳⺱侇⪵걙丩澰⪦踅氳氪㷤澭⟊䢦有䄬
妩齉耉㏇保㒮䄬䋧錄╈⪦榫丩㰅祺忴䅸✿氳⺨
牊➘⮵

㷤價儔✿HKIRC㏇㓊⺲䄄⛼┕㲋樧犹╈姲鶡♓
僅㛻⴫香港互聯網炙紮氳⮵沠憡❤塾䡗憡祺忴氪
㷤氳ꄆ釒噛嗶⺱侇▉僎┘靷䢦價⺸㛛㲛䬴ր.hkց
⹖ր. 香港ց氳⧎⡭儔✿㵩鵡鷪艃┉䅸┉饟媰
稘㎜㳄⽰㏑ⶆ氳互聯網嚂啶⺭⛼鶡┉塠ⱶ䍛艃㎜
꤀互聯網磞笞氳⺭⛼䬠ⶍր.hkց⹖ր. 香港ց㓊
⺲㏇㎜꤀艸⺐氳䏆ꮷⱱ⹖杶湳⺲度ꫬ㍾香港⛼
憡㎜꤀り哅⽰丩㰅祺忴╈䑐氳㏑⛤憡┉䅸┉饟媰
稘㎜㳄⽰㏑ⶆ氳互聯網氪㷤⢢⭴▽犉哗靹暶㏇䷓
䈢犉哗䫠Ⳃ⺨ꯁ䋧錄丩㰅炙僎氳䫣亩┖HKIRC◱
㵩⥞況ⱱ礢◀僅㛻氳䶺䧏HKIRC岒⟔炙僎⺨
亡⺆釒┕┖┉䑐ⱶ䍛嶥鵡⶜⛼㲋耉䋟箜䡗Ⱶ
⫋氨냖㼊
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