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Hong Kong Internet Registration Corporation (HKIRC) is dedicated
to establishing Hong Kong as a leader in internet inclusivity,
security, and innovation, positioning as a world-class technology
hub. The elevation of awareness regarding internet usage is
placed at the core of our mission. In response to the rapidly
evolving digital landscape, we have adopted a proactive approach,
implementing a multifaceted array of strategies to tackle emerging
challenges and seize new opportunities. We recognise that digital
transformation and advancements in internet technology are vital
for sustaining competitiveness in the digital marketplace and
driving economic growth. HKIRC is committed to empowering
SMEs to cultivate their digital identities, highlighting the unique
narrative of Hong Kong while enhancing its global brand presence.
We prioritise our efforts on providing a robust internet ecosystem
and driving continuous improvements to ensure stability and
reliability of ".hk" domain.

In our pursuit of excellence, HKIRC acts as a pivotal role in
enhancing Hong Kong's position as a global digital hub. We
actively participate in esteemed international conferences, such
as ICANN and APTLD, enables us to exchange invaluable insights
with international stakeholders, and enhance our capabilities.
These engagements reaffirm our commitment to fostering a secure
and innovative digital environment, allowing us to forge robust
connections with other domain management authorities and
elevate the visibility of the ".hk" domain name on the global stage.
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Aligned with the national "14" Five-Year Plan," we are amplifying
our promotional efforts for the ".hk" and ". & #& " domain names
across diverse regions and sectors, with a particular emphasis on
enhancing the prominence of Chinese domain names in the digital
landscape. We are strategically exploring potential in the Greater
Bay Area and the Middle East to drive ".hk" domain adoption
among businesses in these regions. Through these strategic
initiatives, we are dedicated to reinforcing Hong Kong's standing
as a competitive and innovative digital marketplace.

The internet enhances commerce and connectivity through
technological advancements including artificial intelligence, it
simultaneously poses significant challenges as these technologies
evolve at an unprecedented pace. The landscape of cyber threats
is constantly evolving, necessitating businesses and individuals
to strengthen their security awareness and protective measures.
HKIRC is firmly dedicated to elevating cybersecurity awareness
and has developed customised strategies for diverse industries,
emphasising the vital importance of cybersecurity through robust
collaboration with government entities, quasi-autonomous non-
governmental organisations (QUANGOSs), academia, and industry
specialists. A cornerstone of our initiatives is the introduction
of comprehensive cyber attack and defense training, which
incorporates simulations of real-world attack scenarios. These
practical exercises empower businesses and organisations to
strengthen their overall cybersecurity posture, enabling them to
more effectively safeguard their data and assets. Our outreach
efforts have significantly expanded, integrating more technical
content while engaging a broader audience. Through these
initiatives, we strive to cultivate a robust digital environment that
proactively mitigates emerging cyber threats.

Another significant challenge confronting the information industry
is the lack of practical experience among employees in effectively
responding to and managing cyberattacks. To address this
critical issue, it is essential to enhance hands-on experience for
personnel. This year, HKIRC was privileged to co-organise the
Hong Kong Cybersecurity Attack and Defence Drill, led by the
Digital Policy Office. In this initiative, we partnered with various
government departments and QUANGOs to conduct practical
defense drills aligned with current needs, effectively addressing
the gaps. Moving forward, we are keen on our commitment to
organising larger-scale exercises aimed at strengthening protective
measures and enhancing our understanding of diverse cyber risks.
Through these initiatives, we aspire to cultivate a more resilient
workforce equipped to navigate the complexities of the evolving
cybersecurity landscape.
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Cultivating a secure online environment necessitates the active
involvement and collaboration of diverse stakeholders. In recent
years, HKIRC has engaged with the Government to co-organise
cybersecurity-related initiatives and develop platforms that
connects users with service providers. Building on the success of
last year's inaugural Cybersecurity Symposium, which garnered
positive feedback from the industry and has become a significant
annual event, we were proud to uphold this tradition. This year,
we invited experts from both Mainland China and Hong Kong to
share insights and discuss challenges, joined by various service
providers showcasing their solutions. Attendance at this year's
forum surpassed that of the previous year, with nearly 1,000
cybersecurity professionals and business leaders participating in
exchange activities, fostering collaboration among diverse entities
to strengthen our collective defensive capabilities.

National security forms a cornerstone of a nation's stability, and
the China Cybersecurity Week stands as a pivotal national event
highlighting its significant. HKIRC was honoured to organise the
2024 China Cybersecurity Week — Hong Kong Sub-forum, marking
our first endeavor to facilitate a dialogue between experts from the
Mainland China and Hong Kong. This event drew a diverse group
of local business and organisational leaders eager to explore the
latest cybersecurity trends and engage in substantive discussion
with industry specialists. Such initiatives are vital as they align
with national and governmental development strategies, aimed
at fortifying cybersecurity in the face of amid rising threats and
challenges in the digital landscape. A secure online environment
is vital for sustained socio-economic progress and technological
advancement. We assert that Hong Kong's digital economy can
thrive within a secure and stable cyber framework, ultimately
enhancing the quality of life for citizens. HKIRC is committed to
advancing cybersecurity and fostering comprehensive societal
development, reflecting President Xi's assertion that "Without
cybersecurity, there is no national security." Through our
continuous endeavors, we aspire to cultivate a safer and more
resilient internet ecosystem, thereby bolstering national security.

As society grapples with a growing shortage of cybersecurity
talent, it is steadfast to prioritise education and training. HKIRC
remains steadfast in its commitment to advancing a range
of cybersecurity initiatives while promoting awareness and
educational programs aimed at elevating public awareness
regarding cybersecurity. Our sustained efforts to educate
diverse stakeholders prioritise the cultivation of interest from
an early age as part of a comprehensive long-term training
strategy. Additionally, we are continuously enhancing our training
programmes to enhance their effectiveness. In partnership with
the Privacy Commissioner for Personal Data (PCPD), we are
incorporating content focused on personal data protection to
strengthen organisations' internal defensive capabilities. Our goal
is to elevate awareness through education, reduce the risk of
cyberattacks, and minimise the impact.
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With the internet now an integral part of daily life, there is a
growing demand for digital inclusion. HKIRC is committed
to promoting digital inclusion by proactively addressing the
needs of the elderly and working to mitigate the digital divide.
Businesses and organisations must consider the needs of diverse
individuals in their development to prevent the marginalisation of
these groups. Application numbers for the Digital Accessibility
Recognition Scheme have reached a record high, reflecting the
success of our collaborative. We anticipate that the recognition
scheme will inspire more companies to adopt digital accessibility
practices, ultimately benefiting a larger segment of the
populations. By recognising organisations that prioritise inclusive
design, the scheme aims to establish a benchmark for others to
emulate. HKIRC will continue to support businesses in optimising
their website designs, fostering a mutually beneficial cooperation
model that serves both service providers and the broader public.

In the 2024 Policy Address, the Chief Executive outlined a
visionary framework of "Reform for Enhancing Development and
Building Our Future Together," emphasising the necessity to adapt
to the dynamic landscape. HKIRC is positioned to serve as a
catalyst by rolling out initiatives that enhance the competitiveness
and defensive capabilities of the internet community. This
encompasses the provision of comprehensive training programmes
on cybersecurity, fostering collaboration among businesses to
exchange best practices, and advocating practices that promote
digital innovation. Together, we aim to shape a brighter future
for the evolving digital era, ensuring that Hong Kong remains at
the forefront of technological advancement and cybersecurity
resilience. Through these coordinated efforts, we aim to cultivate
an environment that address current challenges and seizing the
opportunities of the future.

I wish to extend my deepest gratitude to all board members,
Consultative and Advisory Panel members and colleagues for
their invaluable contributions over the past year. | also express
my sincere appreciation to the Government for its unwavering
guidance, and to all sectors for their steadfast support. As we
look ahead to the coming year, we are eager to explore new
opportunities and to amplify our contributions to the ".hk" users
and the broader Hong Kong internet community. Together, we
aspire to foster an environment of innovation and growth that will
elevate our shared digital landscape.
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