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".hk" & ". 꺞 " Community

HKIRC is  commit ted to serv ing the Internet  community and 

promoting the adoption of ".hk" and ".香港 " domain name services 

by different sectors to facilitate the growth of a digitally inclusive 

environment.

In the past year, HKIRC has continued to ensure the accuracy 

and stability of the ".hk". HKIRC's continued efforts to ensure the 

accuracy and stability of ".hk" and ". 香港 " domain name services 

in the past year demonstrated our commitment to providing a 

safe and secure Internet environment for domain name holders to 

develop their online businesses.

Strengthening the IT Infrastructure 

HKIRC's most important mission is to provide high quality and 

professional services to all ".hk" and ".香港 " domain name holders. 

Therefore, HKIRC has been strengthening its IT infrastructure 

and upgrading it regularly in order to maintain the system in a 

sound and optimal condition at all times. In the past year, we have 

upgraded our security gateway system and corporate network 

access control system to enhance the security level of our office 

network. 

HKIRC understands the importance of  DNS serv ices to the 

development of the Internet and has been continuously optimising 

service levels through different cooperations. In order to maintain 

reliable DNS services, HKIRC has integrated DNS into the anycast 

framework of China Internet Network Information Center (CNNIC). 

As a support center in mainland China, coupled with backup 

support from European and American partners, it will help spread 

risks, enhance HKIRC's response capabilit ies, and improve the 

stability of DNS services. 

ր.hkց⹖ր. 꺞ց炙紮
HKIRC 舜ⱱ僜ⳉ互聯網炙紮䫠Ⳃ┘⺱槡⮯䫑榫
ր.hkց⹖ր. 香港ց㓊⺲➢鶡丩澰⪦踅炙紮氳䡗ꝏ

⸼年HKIRC ┉㞞件䏢㏑澭⟊▽ր.hkց⹖ր. 香
港ց㓊⺲僜ⳉ氳嶗澭扝鏲⽰僜ⳉ禵䧏犹㲋舜ⱱ
䬠❠㱨⺎ꪥ氳網礙梫㗟憡㓊⺲䧏有☕ⱱ䦌
㷤網┕哅ⳉ

ꫬ㍾資訊熭䤗㓹䋧
HKIRC ꪞ䅻ꄆ釲憡䢦有ր.hkց⽰ր. 香港ց㓊⺲䧏
有☕䬠❠냖韭ꄈ⽰㵬哅氳僜ⳉ䡘⠟⨣⩝ⱶ䍛鞳銻
熭䤗㓹灅錄亩┾㲋僿ⶍ碍硎礵♓澭⟊硎礵⟊䧏僅
亏┾⨣⴫♓暢䐃僅✞䓪耉㏇鷪⸼┉年╈HKIRC

鶡车▽⨣⴫ⴎ䦮ⶍ碍䡘⠟氳㱨ꝼ鷻硎礵⽰⚀哅
網礙鋽ゖ䫞⯆硎礵䐍縡㘎䍛▽鰾公㲝網礙㱨

HKIRC伺氫㓊⺲硎礵僜ⳉ㵴互聯網氪㷤氳ꄆ釒䓪
┉泣♓✿鵂鷪┘⺱氳⺭⛼♓䧏箜⨣⴫僜ⳉ姢䇖憡
禵䧏⺎ꪥ氳 DNS 僜ⳉHKIRC 䄖祺䤧 DNS 丞⺭
⮽╈㎜互聯網礙鞳銻╈䑐CNNIC氳♴䲮勂几
╈⛼憡㏇╈㎜⪐㏑氳䶺䭤╈䑐ⱶ┕堷紈⺭⛼㛸
⛂氳⤔♷䶺䭤㵩有Ⲃ⮇丆겨ꤠ㘎䍛 HKIRC 氳
䟕㵴耉ⱱ䬠냖 DNS僜ⳉ氳犹㲋䓪
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Expanding ".hk" Market Share 

HKIRC's primary mission is to provide quality ".hk" and ".香港 " domain 

name registration services to the Internet community. As such, 

HKIRC maintains good business relat ionships with accredited 

registrars. We also actively encourage registrars to promote ".hk"and  

".香港 " domain names within their own markets to create more favourable 

condit ions for the sustainable development of the corporate 

market. 

In recent years, the business exchanges between Hong Kong 

and mainland China, especial ly in the Greater Bay Area cit ies, 

have become increasingly close. HKIRC is actively promoting in 

mainland China, collaborating with leading registrars to enhance 

the visibility of ".hk" and ". 香港 " domain names in the region and 

improve promotional effectiveness. Additionally, in the international 

market, HKIRC continues to work with registrars in Europe and 

Southeast Asia to expand the global recognition and influence of 

the ".hk" domain.

Looking ahead, HKIRC wil l focus its business development on 

strengthening cooperation with registrars to create synergies and 

expand its influence. By establishing a global business network, 

HKIRC expects to increase connections with potential registrars 

worldwide, thereby broadening its business coverage.

Promoting ".hk" and ". 꺞  " as Digital Asset Protection

HKIRC is committed to promoting ".hk" and ".香港 " top-level domains 

as essent ia l  e lements for onl ine business and the protect ion 

of personal digital assets, particularly in areas l ike intel lectual 

property, trademarks, and brand licensing. To promote the ".hk" 

domain and ". 香港 " Chinese domain names in mainland China, 

HKIRC has launched an official WeChat account. The content on 

WeChat highlight the numerous advantages of using the ".hk" 

domain, emphasising how it can faci l i tate business expansion 

and enhance online visibil ity in this rapidly growing market. By 

leveraging the ".hk" domain, mainland businesses can create 

localised websites in Hong Kong, strengthening connections with 

customers while efficiently reaching clients and Chinese-speaking 

users in mainland China. Additionally, HKIRC provides information 

on registration procedures, renewal processes, and other domain-

related services, along with recommendations for protecting and 

managing domains. Beyond ".hk" domain services, HKIRC also 

offers the ".hk domain Lock" service, which effectively ensures 

security through dual locking of the domain.

䴺㛻ր.hkց䄬㕙⛯僗曎
HKIRC 氳꺙釒♴ⳉ佭⺸互聯網炙紮䬠❠⨣韭氳
ր.hkց㓊⺲註冊僜ⳉ䷚塝HKIRC ┉泣艃鏂⺎
氳註冊り䋧环擲㍾氳⺭⛼㛸⛂꟯➡䡘⠟犉哗렺⳶
註冊僜ⳉり㏇儗㏑䄬㕙䫠䊹⽰⠽㵷✳榫ր.hkց⽰
ր.香港ց㓊⺲憡哅ⳉ䧏箜氪㷤Ⱚ鵴有⮵梫㗟

鲥年香港艃╈㎜⪐㏑㶗⪭㛻想ⶆ㒮䄬り鞥䏢✿飉
釤秵㳢HKIRC◱犉哗亦⪐㏑鶡车䫠䊹艃⪐㏑ꯝ
⩝註冊り⺭⛼⶜Ⲃ䬠냖ր.hkց⽰ր. 香港ց㓊⺲
㏇⪐㏑氳湳⺲度㘎䍛䫠䊹䡗䷞塝㛛㏇㎜꤀䄬
㕙亡ꪫHKIRC◱筷箜艃堷孚⽰典ⶠ◟氳註冊僜ⳉ
り⟊䧏⺭⛼䐍縡䴺㛻ր.hkց㓊⺲氳杶鏂⺎度
⽰䏆ꮷⱱ

㷤價儔✿HKIRC㵩䤧哅ⳉ氪㷤氳蜸ꄆ亦ⱶ䍛艃註
冊僜ⳉり氳⺭⛼♓氪䭙⶜⺱䷞䟕䴺㛻䄬㕙氳䏆
ꮷⱱ鵂鷪䋧环杶哅ⳉ網礙HKIRCꯏ銷㵩㘎ⱶ
艃杶弌㏇註冊僜ⳉり氳聯答䐍縡䴺㛻⪭哅ⳉ釛
衏疘㎠

䫠䊹ր.hkց⹖ր.꺞ց憡數⛤資榣⟊闀
HKIRC 舜ⱱ亦䫠䊹ր.hkց⽰ր. 香港ցꮼ碍㓊⺲⛼
憡稘┕哅ⳉ⽰⟊闀⠕☕丩澰鞳榣氳ꄆ釒⩕碜㶗⪭
㏇湳閂榣垷り嘅⽰⿁擀䪧垷亡ꪫ憡▽㏇╈㎜⪐
㏑䫠䊹ր.hkց㓊⺲⽰ր. 香港ց╈乄㓊⺲HKIRC

䫠⭴㲇亡䐮⟔䅳谝䐮⟔⪐㳋ꄆ럅☮磇䫑榫ր.hkց
㓊⺲氳㛡ꄆ⨣Ⳛ䍛鐪㱚㞞⛰㏇鵞⠕䒎鵯䡗ꝏ氳䄬
㕙╈➢鶡哅ⳉ䴺㷤┾䬠냖稘┕湳⺲度鵂鷪⮵榫
ր.hkց㓊⺲⪐㏑⚀哅⺎♓㏇香港䋧环㏇㏑⴫氳
網ꮻ䥽鲥艃㲙䢒氳鵿答⺱侇有䷞㏑䫚銕╈㎜⪐
㏑氳㲙䢒⹖╈乄榫䢒塝㛛HKIRC麅䬠❠▽有꟯
註冊䈌箜僿䈌⽰⪭☾㓊⺲注꟯僜ⳉ氳鞳銻
┾䬠⭴▽⟊闀⽰管理㓊⺲氳䋧閲ꢝ▽ր.hkց㓊
⺲僜ⳉ㛛HKIRC 麅䬠❠ր.hk 㓊⺲ꑸց僜ⳉ鵡
鷪ꦁꄆꑸ㲋㓊⺲有䷞澭⟊㓊⺲㱨䓪
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Public Mission

As businesses actively advance their digital transformation and 

enter the e-commerce market, al l  stakeholders must embrace 

innovative technologies to collaboratively build a smart city known 

for i ts robust economy, community care, inclusivity, and high 

quality of life.

HKIRC's mission is to promote the widespread application of the 

Internet, focusing on building a secure, accessible, and inclusive 

onl ine ecosystem. We str ive t i re lessly to provide appropriate 

s u p p o r t  f o r  v a r i o u s  I n t e r n e t  u s e r s ,  i n c l u d i n g  e n h a n c i n g 

cybersecurity measures and paying special attention to individuals 

with unique digital needs. We encourage businesses to adopt 

accessible design in their appl icat ions. In ful f i l l ing our publ ic 

mission, HKIRC has continued to drive multiple projects over the 

past year in the areas of cybersecurity and digital inclusion.

Complimentary Website Security Scanning and 
Healthy Web Service

HKIRC is dedicated to enhancing awareness of cybersecurity 

across var ious sectors,   protect ing the r ights of  " .hk" users 

and the local Internet community, and collaboratively striving to 

create a digital metropolis that is integrated, secure, innovative, 

and internationalised, enabling Hong Kong to thrive in the digital 

landscape.

We recognised that many small and medium-sized enterprises 

encounte r  cha l l enges  due  to  cons t ra ined  resources  when 

identifying and mitigating cybersecurity risks. One of the most 

effect ive strategies for safeguarding a website is to perform 

regular system scans and assessments, proactively identifying 

vulnerabilities to prevent potential threats.

HKIRC offers free website security scanning services for ".hk" 

users, including detailed security reports and consultations to help 

users understand the cybersecurity risks they may face through 

comprehensive checks from mult iple aspects, assist ing them 

in recognising potential crises, enabling early resolution of any 

issues. In conjunction with the Healthy Web service launched last 

year, we actively help ".hk" users detect potential vulnerabilities 

in their websites through comprehensive checks, including critical 

yet easily overlooked factors such as cybersecurity settings and 

web server versions.

As of the end of 2024 ,  HKIRC has conducted complimentary 

website assessments for over 40,000 user websites, identifying 

ex is t ing  vu lnerab i l i t i es  to  proact i ve ly  a le r t  " .hk"  users  and 

effectively heighten their vigilance. This enables them to effectively 

protect their online assets from potential threats, attacks, and 

fraud risks, including risks of hacking and hijacking, thereby fully 

safeguarding the rights of ".hk" users.

⪝浑✳⽝
ꤛ蜸⚀哅犉哗䫠鶡丩澰鮺㑔┾鶡髭꧇㯹りⳉ䄬㕙
⺨䧏♷縖䑒ꯄ犉哗䫑榫Ⱚ亏熭䤗亡耉䶒䣆䣒鵴♓
祺忴犹⢹䍛꭛炙ⶆ꟯䚁⪦踅榟孨韭碜냖釤牒
㍕縡组⺲┪槡氳保㒮䄬

HKIRC 氳㲄伀佭舜ⱱ䫠Ⳃ互聯網氳俋⹖䟕榫舜
ⱱ亦啶䋧㱨扝꤄灒⽰⪦踅氳網礙榟䛟㍕塝䡘
⠟ⲅⱱ┘䟒㏑憡┘⺱氳互聯網✳榫縖䬠❠鸸樧氳䶺
䭤ⴎ䦮ⱶ䍛網礙㱨䫣亩⺱侇꟯嫱有攑墤丩澰
ꧏ姲氳☕㚖렺⳶⚀哅䫑榫扝꤄灒錄銷氳䟕榫憡
㷿车公浑✳⽝HKIRC 鷪⸼┉年㶩筷箜㏇網礙㱨
⽰丩澰⪦踅⪔㛻亡⺸䫠Ⳃ▽㛡⠕ꯁ泘

⩦鞞網珇安全䬟⹖網⢹鵡僜ⳉ

HKIRC 舜ⱱⱶ䍛⺨槡㵴亦網礙㱨氳鏂閂⟊꤄
ր.hkց榫䢒⽰儗㏑互聯網炙紮氳垷沠⪦⺱ⲅⱱ
䣒鵴┉⠕踅⺭㱨Ⱚ亏⽰㎜꤀⴫氳丩㰅⴫㒮
䄬阁香港㏇丩澰ꯝ㓊╈袗Ⲩ氪㷤

䡘⠟岒伺錊㛡╈㵸⚀哅㏇閂⮯⽰鉮婋網礙㱨ゖ갭
侇䅻䅻ꪫ舃鞳嶏有限氳䧪䢇⟊闀網珇氳僅✞亡
嫏╯┉佭㲋僿鶡车硎礵䬟⽰囸刨╚Ⳃ氪杯硎礵
庁嬼♓ꯏꡕ弌㏇氳㣜耕

HKIRC 憡ր.hkց榫䢒䬠❠⩦鞞氳網珇㱨䬟僜
ⳉⴎ䦮鎌碸氳網珇㱨䬟報告⽰钎鍪㛡亡ꪫ
鎌碸囸峮䇆Ⲃ榫䢒▽鉮☾⠟⺎耉ꪫ舃氳網礙겨ꤠ
⶜Ⲃ☾⠟理鉮弌㏇氳⷇嚂阁☾⠟耉㛭⹖企鉮婋弌
㏇ゖ갭鿦⺭⸼年䫠⭴氳網⢹鵡網珇㱨⢹䉖囸刨
僜ⳉ╚Ⳃ䇆Ⲃր.hkց榫䢒囸峮⪭網珇⺎耉㰇㏇
ꯏ錄庁嬼ⴎ䦮網礙㱨錄糍⽰網礙⛊僜㉻撹儗璣
㳋佄逈䒭樋氳ꯁ泘

䡽舘 2024 年䈕HKIRC 䄖憡飃鷪 4 蛓⠕榫䢒網珇
鶡车⩦鞞䬟䤓杯㰇庁嬼╚Ⳃ䬠ꁼր.hkց
榫䢒⹖有䷞䬠냖閝鈫䓪有䷞⟊闀⪭㏇稘鞳榣⩦
⹨랫㲙䷍䳦⽰꽞ⲇ氳겨ꤠ䐍縡⩘⮇禵闀ր.hkց
榫䢒氳垷沠
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Ethical Phishing Email Campaign

With the increase in cyber attacks, phishing emails have become 

one of the major challenges facing enterprises. In order to improve 

enterpr ises' abi l i ty to deal with phishing emai ls and enhance 

employees' prevention awareness, HKIRC collaborated with The 

Cyber Security and Technology Crime Bureau of the Hong Kong 

Police Force and the cybersecurity company Fortinet to organise 

the Ethical Phishing Email Campaign. The scale of the program 

has expanded by 2�0% compared to last year, with a total of 

2��  organisat ions and �� ,220  employees part ic ipat ing in the 

exercise. In particular, the active participation of ".hk" small and 

medium-sized enterprises shows that the industry's attention to 

this activity has increased, which is encouraging. HKIRC hopes to 

train employees on their ability to identify phishing emails through 

training and exercises, and adopt the "zero trust principle" for 

suspicious emails to reduce the chance of accidentally falling into 

cyber traps.

Cybersecurity Seminar Series

To foster a culture of cybersecurity awareness and ensure that the 

industry understands best practices for cybersecurity operations, 

HKIRC has organised mult iple seminars this year. The goal of 

these seminars is to enhance ".hk" users' knowledge of key 

cybersecurity issues and share defense strategies.

The topics covered in the seminars are diverse, including cross-

border data f low, cybersecuri ty awareness, counter ing cyber 

threats ,  and creat ing an access ib le  d ig i ta l  env i ronment .  To 

enhance the appeal of the seminars, industry experts were invited 

to share va luable exper iences and ins ights.  These seminars 

prov ided part ic ipants with a plat form for learn ing and ideas 

exchange, promoting increased awareness of cybersecurity and 

offering practical defense strategies and techniques.

Hong Kong's first Cyber Attack and   
Defence Elite Training and Competition

To nurture a new generat ion of  cybersecur i ty  ta lent ,  HKIRC 

partnered with the Digital Policy Office and The Cyber Security 

and Technology Crime Bureau of the Hong Kong Police Force 

to co-host Hong Kong's f i rst Cyber Attack and Defence El i te 

Training and Competition on 2 August. The competition invited 

leading cybersecurity firm from mainland China to develop online 

training content for participants and provided a simulated practical 

p lat form for  the defense compet i t ion,  inc lud ing penetrat ion 

testing and vulnerabil ity scanning.  This initiative established a 

dynamic environment for skil l development and demonstration, 

enabling participants to apply theoretical knowledge to real-world 

cyberattack scenarios. The event attracted approximately �40
participants, reflecting the strong societal focus on cybersecurity 

priorities.

ꄪ뇹꧇鼾庌綗
ꤛ蜸網礙䷍䳦氳㘎㛡ꄪ뇹꧇鼾䄖䡗憡⚀哅ꪫ舃
氳ꄆ㛻䧪䢇╯┉憡▽䬠냖⚀哅䟕㵴ꄪ뇹꧇鼾氳
耉ⱱⱶ䍛⿦䄄氳ꡕ疘䙬閂HKIRC 聯⺱香港閝
ⳉ谊網礙㱨⹖熭䤗糆勈鐪刨熭⹖網礙㱨公司
Fortinet ⺭⛼艈鰾氳ꄪ뇹꧇鼾庌綗銷ⱁ釨嘘奄⸼
年䴺㛻▽ 2�0%⪦有 2�� ꝴ嚂啶⹖ ��,220 ⺲⿦
䄄⹉艃庌綗攑⮯佭ր.hkց╈㵸⚀哅氳駉驳⹉艃
걦炐⭴哅槡㵴塝孨Ⳃ氳꟯嫱有䢦䬠ⶍ♒☕䚋⮽렺
艸HKIRC 僿價鵂鷪㓸鋍⽰庌綗㓸鋍⿦䄄閂⮯
ꄪ뇹鼾♭氳耉ⱱ┾㵴⺎橏氳鼾♭䧏րꦼ⟔♴⸊
⯞ց峎㵼鏲㘩網礙ꣀꡓ氳嚂僎

網絡安全溿鋁僎硎⮛
憡▽㓸굼網礙㱨䙬閂乄⴫┾澭⟊哅槡▽鉮僅✞氳
網礙㱨㴨馒HKIRC☬年艈鰾㛡埠溿鋁僎泘氳
佭ⱶ岒ր.hkց榫䢒網礙㱨ゖ갭氳湳閂┾⮇◸
ꡕ煟氳䑐䐃

溿鋁僎氳╚갭ꪞ䅻䊹嫚尝衏饖㗟丩䴆孲鵡網礙
㱨䙬閂䥡煟網礙㣜耕璣╚갭憡ⱶ䍛铻䈴⻹䌖
ⱱ鹹鑂哅槡㵬㳄⮇◸㵏鞕氳祺꿨⽰釤鉮鵞◙溿
鋁僎憡⹉艃縖䬠❠▽┉⠕㱄綗⽰◬孲氳䇖⺐䬠ⶍ
網礙㱨䙬閂┾䬠❠㴨榫氳ꡕ煟瓁樋⽰䤗䄇

全꺙㷋網絡䷍ꡕ瞿葐培訓倧䷍ꡕ㛻頉

憡㓸굼亏┉♏網礙㱨☕䣉HKIRC聯⺱丩㰅䷓瓁
鰾公㲝⹖香港閝ⳉ谊網礙㱨⹖熭䤗糆勈鐪刨熭亦
� 僖 2 仼⺭鰾港꺙㷋網礙䷍ꡕ瞿葐㓸鋍倧䷍ꡕ㛻
頉奄頉鹹鑂⪐㏑ꮼ㶄網礙㱨⚀哅憡⹉頉縖錄銷
網┕㓸鋍⪐㳋┾憡䷍ꡕ奄頉䬠❠嘘䴨㴨䢇䇖⺐
❆㞞幋鵂峮鍲庁嬼䬟璣䯍䋧┉⠕䇖⺐耉阁⹉
ⱶ縖ꐀꏛ⹖㷤炐䤗耉㵩理鑝湳閂䟕榫⮽網礙䷍䳦
氳◄䷚㕙俍孨Ⳃ⻹䌖硝 �40 ☕⹉ⱶ⹛佖炙僎㵴
網礙㱨閲갭냖度ꄆ釲

HONG KONG INTERNET REGISTRATION CORPORATION LIMITED     ANNUAL REPORT 202444

Highlights Of the Year  

年度ⵜ礰



���� 䇗㎜㳄網絡安全㲛⥉⼿
2024 年㎜㳄網礙㱨㲛⥉⼿亦 � 僖 � 仼亦䊹䃹ⶠ
婺䭘ꝧ䈌䆡HKIRC聯⺱┉浑香港網礙㱨哅槡♏
辑⭴䅫㲛⥉⼿氳ꝧ䆡䌋┾⹉鈶┘⺱㒮䄬㏇ⶥ鈮僎
┕氳㷤⭴▽鉮㎜㳄氳氪㷤岒⪌▽鉮⺨牊ꯝ⩝網
礙㱨䤗轱⹖熭䤗氳鶡塠⽰䡗㶩㏇ꝧ䆡䌋䏳⮇⮯
鵂鷪냖㼊鑝㙑㛡㕙⮇鑝㙑⽰䈴鐸僎璣ꯁ泘⺸艃
僎縖⮇◸網礙㱨氳䷓瓁车哅飸Ⳛ

���� 䇗㎜㳄網絡安全㲛⥉⼿մմ꺞⮇鑝㙑
憡䫔鋁亏侇♏氳香港網礙㱨氪㷤亏饟䏺丩㰅
鰾香港閝ⳉ谊網糆熭聯⺱ HKIRC ⺭鰾 2024 年
㎜㳄網礙㱨㲛⥉⼿մմ香港⮇鑝㙑┾♓ր㒮䶒
㱥網㱨㏇䣆ց憡╚갭ⵜ纻╈港⪔㏑氳網礙㱨
哅槡緺咠⹖㱄縖䳸♴庌铻㇚韇孨Ⳃ⪦暢飃鷪 200
䢦公熗揩嚂啶♓⹖飃鷪 400 ☕⹉艃⪭╈⹛䟕掃
憶걦炐香港⺨槡㵴亦網礙㱨氪㷤氳냖度ꄆ釲
⺱侇䏄걦╈港⪔㏑㏇網礙㱨ꯝ㓊┕ⱱ䫠Ⳃ냖姢
䇖⺭⛼艃냖韭ꄈ氳氪㷤㴵┖亏疡珖

共䋧⿦䄄ꡕ愃撳嘉許計劃
有韻哅槡┘⺱䧏♷縖氳⪦⺱ⲅⱱ┘㵼⚀哅䄖祺犉
哗鶡车⿦䄄氳網礙㱨㓸鋍憡▽辑䏄㏇鷪⸼┉年
╈犉哗䬠ⶍ⿦䄄網礙㱨䙬閂氳⚀哅HKIRC 艃
㎜꤀⟔䕜硎礵㴱銷⶜僎╈㎜香港⮇僎 (ISACA) 聯⺭
艈鰾⪦䋧⿦䄄ꡕ愃撳㇚錊銷ⱁ䄹價嘻环荂㞒氳唚
嘚⻹䌖催㛡⚀哅饇ꤛ꺙㷋艈车ⷊ有飃鷪鷀 �0
⠕┘⺱槡⮯氳嚂啶暢ꯓ鏂镜⹛䟕掃憶銷ⱁ氳䡗
Ⱶ◱嘅鎿蜸有催㛡⿦䄄⤔網礙㱨氳䙬閂有Ⲃ
峎⛧⪭䢦㸋嚂啶鹂⹨網礙䷍䳦啶䋧䡗㔌㴨⺎ꪥ氳
ր⿦䄄ꡕ愃撳ց

���� China Cybersecurity Week

The 2024 China Cybersecurity Week commenced on � September 

in Nansha, Guangzhou. HKIRC and representatives from the Hong 

Kong cybersecurity industry participated in the opening ceremony 

and visited various exhibitions from different cities to gain insight 

into the nation's developments and understand the advancement 

in leading cybersecur i ty technologies. Fol lowing the opening 

ceremony, a series of event such as a summit forum, sub-forums, 

and panel  d iscussions were conducted to share ins ights on 

cybersecurity policies and industry trends.

���� China Cybersecurity Week – Hong Kong Sub-Forum

To pave the way for cybersecurity development in Hong Kong 

in the transformative era, the Digital Pol icy Off ice, The Cyber 

Security and Technology Crime Bureau of the Hong Kong Police 

Force,  and HKIRC co-hosted the 2024  China Cybersecur i ty 

Week Hong Kong Sub-Forum. Carrying the theme "Together, We 

Create a Safe Cyberworld", the event showcased distinguished 

speakers from the cybersecurity sectors and academic speakers 

from mainland China and Hong Kong. With over 200 public and 

private organisations represented and more than 400 participants 

in attendance, the forum reflected widespread enthusiasm and 

emphasised the crit ical importance that Hong Kong's diverse 

sectors place on advancing cybersecur i ty.  The event further 

demons t ra ted  a  sha red  ded ica t ion  to  p romot ing  e l eva ted 

co l laborat ion and exce l lence in  cybersecur i ty  deve lopment 

between mainland China and Hong Kong, heralding a new phase 

of joint initiatives.

Cyber Security Staff Awareness Recognition Scheme 

Thanks to the joint efforts of different stakeholders in the industry, 

many companies have actively conducted cybersecurity training 

for their employees. In order to recognise companies that have 

actively improved employees' cybersecurity awareness in the 

past year. HKIRC and the Information Systems Audit and Control 

Association Hong Kong Chapter ( ISACA) joint ly organised the 

first Cyber Security Staff Awareness Recognition Scheme, hoping 

to set a good example and attract more companies to fol low.

More than �0 organisations from different sectors were awarded 

certification, and the response was overwhelming. The success 

of the scheme also signifies that more employees have become 

aware of cyber security, which helps reduce their organisations' 

exposure to cyber attacks and builds a solid and reliable "human 

firewall".
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Hong Kong Cybersecurity Attack and   
Defence Drill

Init iated by the Digital Pol icy Off ice and co-organised by The 
Cyber Security and Technology Crime Bureau of the Hong Kong 
Police Force, HKIRC, and the Hong Kong Institute of Information 
Technology (HKIIT), the Hong Kong Cybersecurity Attack and 
Defence Dril l officially commenced on �� November. The event 
b rought  together  cybersecur i t y  p ro fess iona ls  f rom var ious 
government departments and public organisations for a �0-hour 
dril l conducted in a "real personnel, real combat, real network" 
framework.

During the drill, participants were divided into red and blue teams 
operating on a platform. The red team focused on identifying 
vulnerabilities and executing attacks, while the blue team focused 
on detect ing and responding to these at tack scenar ios.  By 
immersing in both offensive and defensive roles, part ic ipants 
acquired pract ical and hands-on experience, enhancing their 
readiness to address unpredictable cybersecurity threats.

Cybersecurity Symposium 

In response to the growing severity of cybersecurity challenges, 
HKIRC co-hosted the Cybersecurity Symposium on �� December, 
w i th  the  D ig i ta l  Po l icy  Off ice ,  and The Cyber  Secur i ty  and 
Technology Crime Bureau of the Hong Kong Pol ice Force as 
strategic partner. This event aimed to establish a platform for 
all businesses and public organisations in Hong Kong to delve 
into the latest cybersecurity trends. The forum attracted nearly a 
thousand industry experts, showcasing exceptional enthusiasm 
and un i f ied commitment  to  advanc ing Hong Kong's  d ig i ta l 
economy and smart c i ty in i t iat ives. Speakers and attendees 
engaged in  comprehens ive  d iscuss ions  on  var ious  top ics , 
including the latest cybersecurity response strategies, challenges 
and opportunities of artif icial intell igence in cybersecurity, data 
centre secur i ty management, strategies for SMEs to combat 
cyberattacks, and the critical role of cybersecurity education.

Cybersec Training Hub 

Besides exploring broader collaboration opportunities horizontally 
across different industries, HKIRC also emphasises the vertical 
development of cybersecurity, aiming to enhance cybersecurity 
standards from within enterprises. Since launching the Cybersec 
Training Hub. HKIRC has been actively ref ining its content by 
incorporating various trending topics, ensuring that employees 
participating in the training can stay up-to-date and be equipped 
to defend against the latest cyber threats. Until 2024, more than 
2�� ,000  employees have used the platform, which has been 
wel l  received by the market,  ref lect ing the huge demand for 
such training. In response, HKIRC will enhance the breadth and 
depth of i ts platform, periodical ly optimising course to reach 
a wider audience and cover a wider range of content, with a 
view to minimising cybersecurity r isks from the perspective of 
the employees by providing them with the most suitable and 
appropriate resources.

꺞網絡安全䷍ꡕ庌穓˒♓䷍疥ꡕ

榺丩㰅鰾╚鰾香港閝ⳉ谊網糆熭HKIRC⹖香港
鞳銻熭䤗㱄ꢚHKIIT⶜鰾氳香港網礙㱨䷍ꡕ
庌穓 – ♓䷍疥ꡕ亦 �� 僖 �� 仼塜䌋㷤ꝧ鹹鑂㛡
⠕䷓䈢鼨ꝛ公⪦嚂啶氳網礙㱨☕⿦♓ր㴨⪬
㴨䢇㴨網ց䎬䌋鶡车憡僿 �0 㵸侇氳䷍ꡕ庌穓

㏇庌穓僿ꝴ硟誻⪔꣣氳꣣⿦㏇攑⮯几錄氳䇖⺐┕
鶡车庌穓榺硟꣣㵬嫱閂⮯庁嬼⹖氪Ⳃ䷍䳦縡誻
꣣釒ⱱ⣑峮⽰䟕㵴䷍䳦鵂鷪♏⪌ꦁ⺸䷍㱥鉈
荈⹉ⱶ縖耉暢䐃㵏鞕氳㴨䢇祺꿨䬠ⶍ☾⠟䟕㵴
儔湳網礙㣜耕氳耉ⱱ

網絡安全䤗轱鑝㙑
憡䟕㵴網礙㱨仼沠㌅㼢ゖ갭HKIRC 亦 �2 僖 ��
仼艃丩㰅鰾⺭鰾┾鑂✿香港閝ⳉ谊網糆熭憡瓁樋
㛸⛂䡗Ⱶ艈鰾網礙㱨䤗轱鑝㙑憡港⚀哅
公揩嚂啶啶䋧◬孲䇖⺐岒⪌䫔鋁網礙㱨僅亏䎬
Ⳛ鑝㙑⻹䌖鲥ⶉ⺲哅槡㵬㳄⹉艃⹛䟕狞⯥掃憶
㷤炐⪦⺱䫠Ⳃ香港丩㰅祺忴⽰保㒮䄬氳婋䑐铻
縖⹖㇚韇岒⪌䫔鋁僅亏氳網礙㱨䟕㵴瓁樋☕䄄
保耉憡網礙㱨䅸✿氳䧪䢇艃嚂鷖丩䴆╈䑐㱨
管理╈㵸⚀㞞⛰䟕㵴網礙䷍䳦網礙㱨䷹罬璣
㛡⠕掃ꝛ閲갭

網絡安全⿦䄄培訓䇖⺐
ꢝ▽㏇┘⺱哅槡嚚⺸䫔碠催䊹꟏氳⺭⛼嚂僎
HKIRC◱蜸ꄆ網礙㱨氳竐⺸氪㷤僿價耉䐍⚀哅
⪐鼨䬠냖網礙㱨姢䇖HKIRC舅䫠⭴網礙㱨⿦
䄄㓸鋍䇖⺐♓✿┉泣犉哗⨣⴫䇖⺐⪐㳋ⱶ⪌⺨
⠕掃ꝛ鎈갭阁⹉艃㓸鋍氳⿦䄄◱耉艃侇┾塠䐍
縡有耉ⱱꡕ疘僅亏氳網礙㣜耕䡽舘 2024 年㓸
鋍☕埠䄖祺飃鷪 2� 蛓 � ⶉ☕䄬㕙⹛䟕犉哗⹛
佖⭴⚀哅㵴注꟯㓸鋍氳ꧏ姲处⮊HKIRC儔✿僎䧏
箜ⱶ䍛䇖⺐氳䊹度⽰岒度㲋侇⨣⴫鐑䴺㛻㓸
鋍☕丩┾尝衏催䊹嫚氳⪐㳋憡⿦䄄䬠❠僅鸸⮊
氳鞳嶏䇆Ⲃ⚀哅꡺⛧網礙㱨겨ꤠ
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Cybersec Infohub

The Cybersec Infohub, co-partnered with the Digital Policy Office 
aims to promote closer col laboration among local information 
security stakeholders of different sectors to share cybersecurity 
information and jointly defend against cyber attacks.

Over the past year, the Cybersec Infohub organised numerous 
member events, including online and offline seminars, networking 
sessions, and industry-tailored activities, drawing more than �,�00
participants. As of 2024, the platform has onboarded over ��0 new 
members from diverse sectors such as information technology, 
banking, finance, insurance, and education. Currently, the total 
number of member organisations surpasses 2,��0, representing 
nearly �,�00 professionals.

Cybersecurity Talent Training and Education

The Cyber Youth Programme has been wel l-received by both 
academia and industry since its launch. This year, HKIRC organised 
the 2nd Hong Kong Primary School Students Cybersecurity Quiz 
Competition, which garnered an enthusiastic response, with over 
one hundred schools registering˒more than double the number 
from the previous year. In addition, the Cybersecurity Ambassador 
Design Competition invited students to create original cybersecurity 
ambassadors, who later became the main characters in a series 
of educational cybersecurity comics. To further promote active 
participation and self-directed learning, HKIRC introduced the 
Guardians of the Dataverse – IG Reels Creation Competition for the 
first time. This innovative initiative encourages students to integrate 
cybersecurity knowledge into their daily lives, fostering continuous 
awareness and responsible digital behavior.

Digital Accessibility Recognition Scheme

The award ceremony for the Digital  Accessibi l i ty Recognit ion 
Scheme will be held on �� May 202� at the Hong Kong Convention 
and Exhibit ion Centre. HKIRC is committed to promoting the 
concept of digital accessibility across various business sectors, 
expanding i ts focus from web design opt imisat ion to mobi le 
applications, and introducing awards specifically for elder-friendly 
designs to benefit a broader range of users. This year, the number 
of applicants has increased by ��% compared to the previous 
scheme, with notable part icipation growth in sectors such as 
f inance, retai l  and dining, publ ic services, media, and publ ic 
transportation. 

The Scheme has received widespread support from the industry 
over the years. This year, it also aims to expand its target audience 
to address the needs of the elderly, especially in l ight of Hong 
Kong's aging population. By promoting the Scheme, the initiative 
emphasizes including seniors as a key service demographic. It 
encourages the design of websites and applications that consider 
their needs, such as simplified layouts and adjustable text sizes. 
This approach aims to help seniors adapt more easily to a digital 
lifestyle and enjoy a fulfilling and engaging life in their later years, 
reducing the digital divide and enabling businesses to effectively 
reach more potential audience.

網絡安全資訊共享夥伴計劃
榺 HKIRC ⹖丩㰅鰾⪦⺱管理氳網礙㱨鞳銻⪦◸
㛸⛂銷ⱁ (Cybersec Infohub) 伀㏇䫠Ⳃ儗㏑⺨车哅
氳鞳銻⟊㱨䧏♷縖催秵㳢氳⶜⛼⪦◸網礙㱨鞳
銻䶒䣆ꡕ煟網礙䷍䳦

Cybersec Infohub 䇖⺐⸼年艈鰾▽㛡⠕僎⿦孨Ⳃ
ⴎ䦮稘┕稘┖溿鋁僎◬孲僎⽰ꄡ㵴车哅ꧏ姲氳孨
Ⳃ⻹䌖▽飃鷪 �,�00 ⺲⹉艃縖泣舘 2024 年
Cybersec Infohub 䇖⺐⪦有飃鷪 ��0 ⺲亏䡗⿦ⱶ
⪌䡗⿦✿舅┘⺱车哅ⴎ䦮鞳銻熭䤗ꉐ车ꄌ
踅⟊ꤠ⽰䷹罬槡璣泘⯥䡗⿦嚂啶䄖飃鷪2,��0
ꝴ㵬哅☕⿦♏辑䫚鲥 �,�00 ☕

網絡安全人才培訓和教育
網礙㱨ꪂ年銷ⱁ舅䫠⭴♓✿岒⹨㱄槡⽰哅槡塚
鲝☬年 HKIRC 艈鰾氳ր瑮◅㷋香港㵸㱄榟網礙
㱨ゖ璽奄頉ց⹛䟕掃憶有飃鷪┉氬ꝴ㱄劆報⺲
⹉ⱶ鬴⸼年㛡鷀┉⠙⺱侇◱艈鰾▽ր網礙㱨
㲛⥉㛻✳錄銷奄頉ց阁㱄榟Ⱚ⛼⭴網礙㱨㛻
✳䡗憡┉硎⮛網礙㱨庶樔氳╚鉈縡憡▽렺⳶
催㛡㱄榟犉哗⹉艃╚Ⳃ㱄綗☬年꺙度艈鰾ր丩
澰㱣㲉㱥闀縖 – IG Reels Ⱚ⛼奄頉ց♓Ⱚ亏氳亡
䌋ク氪㱄榟孨榫網礙㱨湳閂┾䅸⮽☾⠟氳仼䅻
榟孨樧╈侇⯎⟊䧏網礙㱨䙬閂

數碼無障礙嘉許計畫
丩澰扝꤄灒㇚錊銷ⱁꯓ晥⪯煱㵩亦 202� 年 � 僖 ��
仼㏇香港僎閲㷤鈮╈䑐艈车HKIRC舜ⱱ㵩丩澰扝
꤄灒氳理䒟䫠䊹舘催㛡り哅槡⮯䐍鷪⸼纻扦網ꮻ
錄銷氳⨣⴫䦌㷤舘䣆嚂䟕榫䌋⺱侇ⱶ錄ꝏ縖⹘
ュ氳晥ꯁⳉ姲阁催㛡榫䢒⹨䘟☬㷋榼鑂縖丩ꄈ
注奄┕㷋㘎ⱶ ��%㏇ꄌ踅槡ꦼす굃광公⪦僜
ⳉ㨨냇公⪦◬鵡璣妩榟注꟯氳⚀哅⹉艃度㏱有
┕ⶍ

銷ⱁ㛡年✿䐃⮽▽哅槡䊹嫚氳䶺䧏☬年麅䴺㛻泘
嘅⹨浑♓尝衏ꝏ縖氳ꧏ姲ꤛ蜸香港ꪫ舃☕⹾縏
⴫氳䗯媲㍕塝㏇䫠Ⳃ丩澰扝꤄灒㇚錊銷ⱁ氳⺱
侇僎㵩ꝏ縖硱⪌憡ꄆ럅僜ⳉ㵴霆렺⳶錄銷網ꮻ
⽰䟕榫䌋侇縓䜢⮽☾⠟氳ꧏ姲❆㞞癩⴫撹ꪫ⹖
鐪丞乄㰅㛻㵸璣鵞嘚耉㛭䇆Ⲃ☾⠟催魌넴㏑鸸䟕
丩㰅⴫榟孨◸⹨⩘㴨有飰氳嗝룺榟孨峎㵼丩澰
듂嶥⹖阁⚀哅有䷞꟯嫱催㛡弌㏇⹨浑
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Promoting Digital Inclusion

Beyond the Digital  Accessibi l i ty Recognit ion Scheme, HKIRC 

seizes various opportunities to promote the value and importance 

of digital inclusion within the ESG (Environmental, Social, and 

Governance) f ramework, and ra ise publ ic awareness on th is 

issue. To help the corporate better understand the concept of 

digital accessibility and to increase awareness of digital inclusion, 

HKIRC collaborated with Dialogue in the Dark to provide a series 

of interact ive experience booths and games. These act iv i t ies 

a l lowed part ic ipants to exper ience the cha l lenges faced by 

v isua l l y  impa i red and d isab led ind iv idua ls  when nav igat ing 

websites lacking accessible design. This initiative attracted over 

�,000 attendees from various sectors, including corporate social 

responsibility departments, emphasising the importance of digital 

inclusion.

Additionally, through online seminars co-hosted with the Hong 

Kong Computer Society (HKCS) and the Hong Kong Wireless 

Technology Industry Associat ion (HKWTA), HKIRC introduced 

the concept of an accessible digital environment and heightened 

awareness of digital inclusion within the IT community. Participants 

gained in-depth knowledge, and engaged in discussions about the 

fundamental principles of digital accessibility, its importance to the 

business sector and the benefits and opportunities of prioritising 

it. Moreover, participants were provided with practical advice, best 

practices, and resources tai lored for IT professionals to assist 

them in creating accessible digital environments.

Environmental Protection and Sustainability 

HKIRC recognises the need to be environmentally fr iendly and 

susta inable as we str ive to min imise the negat ive impact of 

our business development on the environment. We place great 

importance on integrating sustainable concepts of environmental 

protect ion and energy saving into our business development 

process. HKIRC is a strong supporter of  emission reduct ion 

and energy saving, and has adopted LED lighting in the office, 

and encourages employees to switch off their computers or set 

them to sleep mode when they leave the office and switch off all 

nonessential electronic and lighting equipment to save energy. 

To reduce waste and protect the environment, we also promote 

a paperless office environment with interactive whiteboards and 

digital filing to minimise paper consumption. Recycling areas have 

been set up in offices to facil itate the recycling of wastepaper, 

and HKIRC has introduced environmental ly fr iendly measures 

and ensured that our staff fol low the best industry-recognised 

pract ices in order to save energy and reduce waste, and to 

achieve our sustainability targets.

䫠Ⳃ數碼共踅
㏇丩澰扝꤄灒㇚錊銷ⱁ♓㛛HKIRC◱䤧䭃┘⺱氳
嚂僎⺸㛛㲛⥉丩澰⪦踅氳⧎⡭⽰ꄆ釒❆㞞㏇ ESG

梫㗟炙僎艃媪理几啶⪐䫠䊹丩澰⪦踅┾䬠
냖⚀哅㵴塝氳鏂湳憡▽阁公浑催▽鉮有꟯丩澰扝
꤄灒氳理䒟䬠ⶍ俋糶㛻浑꟯嫱丩澰⪦踅氳䙬閂
HKIRC聯⺱랫個╈㵴鎈䬠❠┉硎⮛氳丩澰扝꤄灒냇
꿨䶥⛤鷝䢊⽰互Ⳃ냇꿨阁⹉鈶氳䄬妩㛻浑耉㛭♏
⪌釲꤄☕㚖䡝壂檝☕㚖氳鉈度鈓骰䚋⹨㏇恏鈮籭
╴扝꤄灒錄銷 氳網ꮻ侇⺎耉鷖⮽氳㍮ꦙ⽰┘➘
䐍縡阁催㛡☕▽鉮丩澰⪦踅氳ꄆ釒⻹䌖▽✿舅┘
⺱ꯝ㓊氳䄬㕙鼨ꝛ⚀哅炙僎鞊♴鼨ꝛ氳⹉艃縖
⭴䅫☕丩⪦飃鷪 �,000 ☕

塝㛛鵂鷪艃香港꧇胖㱄僎HKCS⹖香港扝稘
熭䤗り僎HKWTA⺭鰾氳網┕溿鋁僎☮磇扝
꤄灒丩澰梫㗟氳哯䒟┾䬠냖鞳銻熭䤗槡㵴丩澰⪦
踅氳꟯嫱㏇網┕溿鋁僎╈⹉ⱶ縖⺎㶩丩澰扝꤄
灒氳㓹儗⸊理㵴り槡氳ꄆ釒䓪♓⹖⨣⩝谊理氳㞒
谊⽰嚂鷖鶡车岒⪌氳鏂閂⽰鋁鑝塝㛛⹉ⱶ縖
◱耉䷅犽㴨榫氳䋧閲僅✞㴨馒⽰❠ IT㵬䣉䢦✳榫
氳鞳嶏⶜Ⲃ☾⠟䣒鵴⭴扝꤄灒氳丩澰梫㗟

梫㗟⟊闀⹖⺎䧏箜氪㷤
HKIRC岒伺㏇哅ⳉ氪㷤氳⺱侇ꯄ熢䤖梫⟊⹖⺎䧏
箜理䒟♓況ⱱ峎㵼哅ⳉ氪㷤㵴梫㗟氳靷ꪫ䏆ꮷ
䡘⠟哗╯ꄆ釲⚀哅氪㷤氳鷪╈丞⺭梫⟊疒耉氳
䧏箜理䒟HKIRC㛻ⱱ䶺䧏峎䪶疒耉鰾公㲝䄖䫑
榫▽ LED 拨伺렺⳶⧀⿦ꦗꝧ鰾公㲝侇꟯ꝥ꧇
胖䡝錄糍鶡⪌涊洤嘘䌋꟯ꝥ䢦有ꪞ䑒釒꧇㯹⹖拨
伺錄⤔♓疒泸耉嶏

憡▽峎㵼宫鞞⹖⟊闀梫㗟䡘⠟◱䫠䊹扝碋⴫♓
互Ⳃ꧇㯹氫冏⹖♓丩澰⴫㰇四㴨杯扝碋⴫氳鰾公
梫㗟況ⱱ峎㵼碋䍗氳榫ꄈ鰾公㲝錄糍㍑䷅ⶆ亡
➘䊵碋䐢梫⫋榫HKIRC䌖⪌梫⟊䫣亩┾澭⟊⿦
䄄鹘䐍哅槡公鏂氳僅✞梫⟊㱥⯞♓疒泸耉嶏⽰峎
㵼宫鞞㴨杯⺨ꯁ⺎䧏箜泘嘅
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Active Participation in Industry Events

HKIRC is committed to being a leader in the internet domain 

industry, therefore has been actively engaging in various industry 

act iv it ies and promotions, as wel l  as part icipat ing in regional 

and international forums. We closely monitor local and global 

developments to strengthen our strategies for promoting domain 

names and public mission initiatives in response to the rapidly 

changing market environment.

On 24-2� February, HKIRC participated in the Macao Internet 

Governance Forum 2024 ,  where  we exchanged ideas  w i th 

attendees from various regions on topics such as cybersecurity, 

cross-border data flow issues, and the research on cross-border 

data flow mechanisms for IPv� top-level domains in the Greater 

Bay Area. In addition to serving as a supporting organisation, 

HKIRC was honored to be invited as a guest speaker to discuss 

"Safe Information Sharing and Response under Data Governance."

We eager ly  ant ic ipate future col laborat ions with Macao and 

other ci t ies in the Greater Bay Area. These partnerships wi l l 

provide valuable opportunities for communication and exchange 

on domain governance and other internet-re lated issues. By 

leveraging our geographic advantages, we can create a safer 

and more stable internet environment that enhances the overall 

experience for internet users across the region.

Internet Corporation for Assigned Names and 
Numbers (ICANN) 

The Internet Corporat ion for  Assigned Names and Numbers 

( ICANN), headquartered in Los Angeles, USA, is a non-prof i t 

organisation comprising a wide range of stakeholders, whose 

primary mission is to maintain the security and stabil ity of the 

Internet Protocol Address (IP Address) and Domain Name System 

(DNS),  to a l locate IP addresses and to admin ister  top- leve l 

domains, etc.

HKIRC was invited to attend the ICANN��, �� Community Forum, 

where we had the opportunity to share and exchange insights 

on the latest domain and internet trends and technologies with 

internet experts from around the world. This conference allowed 

HKIRC to connect with representat ives of top- level  domains 

from various countries and regions, including representative from 

Bahrain, which is expected to posit ively boost trade relations 

between the two places. HKIRC looks forward to engaging in 

deeper internet-related exchanges with more friendly countries 

and regions in the near future. Our goal is to foster collaboration 

and communication to effectively convey the story of Hong Kong.

犉哗⹉艃车哅孨Ⳃ
HKIRC舜ⱱ亦䡗憡互聯網㓊⺲车哅氳⩝꿄䡘⠟┉
泣犉哗⹉艃⺨车⺨哅氳孨Ⳃ⽰䫠䊹┾犉哗⹉艃㏑
ⶆ⽰㎜꤀鑝㙑䡘⠟㳢⮊꟯嫱儗㏑⽰杶氳僅亏氪
㷤ⱶ䍛䫠䊹㓊⺲⽰公浑✳⽝銷ⱁ氳瓁樋㱨䪶♓
䟕㵴鲇鵯闭⴫氳䄬㕙梫㗟

㏇ 2 僖 24 舘 2� 仼HKIRC ⹉艃▽ 2024 ￤ꝛ互
聯網管媪鑝㙑㶩網礙㱨饖㗟丩䴆孲鵡ゖ갭
♓⹖ IPv� 㛻想ⶆ互聯網ꮼ碍㓊⺲饖㗟丩䴆孲鵡嚂
⯆溿狔艃✿舅⺨㏑氳艃僎縖鶡车◬孲HKIRC ꢝ
䳸樧䶺䧏嚂啶氳鉈荈㛛催唾䇟暢鹹䳸♴㇚韇铻
縖㶩ր鞳乢管媪┖氳㱨鞳銻⮇◸⹖㍑䟕ց閲갭
鶡车鋁鑝

HKIRC掃⮊僿䏨儔✿艃￤ꝛ⹖㛻想ⶆ⪭☾㒮䄬氳⺭
⛼鵞◙⺭⛼㵩憡㓊⺲管媪⹖⪭☾互聯網注꟯閲갭
䬠❠㵏鞕氳◬孲⽰嶥鵡嚂僎鵂鷪氪䭙䏘塝氳㏑理
⨣ⳚⰪ鵴┉⠕催㱨催犹㲋氳互聯網梫㗟┾
䬠ⶍⶆ⪐┘⺱㒮䄬網꤀網礙榫䢒氳丞냇냇꿨

◎绤網⺲牒艃數㰅㏑㏥⮇鿦嚂啶
ICANN
互聯網⺲牒艃丩㰅㏑㏥⮇鿦嚂啶 ICANN竬
鼨錄亦紈㎜嬸允瀒憡┉㳄ꪞ擭⮵嚂啶䡗⿦ⴎ
䦮▽㛡亡氳䧏♷縖 ICANN ╚釒✳⽝憡禵闀網꤀
網礙⶜㲋⛤㏥ IP address⹖㓊⺲硎礵氳㱨
⹖犹㲋鷠⛼稵鿦網꤀網礙⶜㲋⛤㏥⹖管理ꮼ碍
㓊⺲璣♴ⳉ

HKIRC 䟕鹹⭴䅫 ICANN���� 溿鋁僎艃┉浑✿
舅┪槡⺨㏑氳互聯網㵬㳄⮇◸◬孲僅亏氳㓊⺲⽰互
聯網飸Ⳛ⽰䤗轱課蜸佭埠僎閲HKIRC䤧䭃艃┘
⺱㎜㳄⹖㏑ⶆꮼ碍㓊⺲♏辑◬孲氳嚂僎ⴎ䦮✿舅
䄘冷氳♏辑⺎價憡⪔㏑氳祺鞥✿䏢䅸✿犉哗䬠䨗
⛼榫HKIRC僿價耉㛭㏇┘╦氳㵩✿耉艃催㛡┘
⺱氳⹘㞒㎜㳄⽰㏑ⶆ鶡车互聯網注꟯氳岒度◬孲
➢鶡䏘塝氳⺭⛼⹖◬孲鐀㞒香港䷚◄
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���� Asia Pacific Top Level Domain Association 
��th Meeting Held in Hong Kong

The Asia-Pacif ic Top-Level Domain Organisation (APTLD) is a 

regional organisation comprising registry of country code top-

leve l  domains (ccTLD)  f rom var ious As ia-Pac i f ic  count r ies . 

APTLD's miss ion is  to  promote knowledge and exper ience 

sharing among domain managers in the region to achieve world-

class management standards. HKIRC co-hosted the ��th APTLD 

meeting, marking the f i rst t ime this event has taken place in 

Hong Kong. The meeting attracted over ��0 participants from 

the Asia-Pacific as well as Europe and North America, including 

representat ives f rom main land Ch ina,  Japan,  South Korea, 

Singapore, Vietnam, Indonesia, New Zealand, the United Kingdom, 

Aust ra l ia ,  Ind ia ,  the  Un i ted Sta tes ,  and Russ ia .  The event 

brought together experts from various fields, including domain 

system special ists, network engineers, cybersecurity experts, 

and IT representatives from different countries. This gathering 

underscored Hong Kong's posit ion as a hub for internat ional 

d ia logue,  o f fe r ing  a  p la t fo rm for  par t ic ipants  to  engage in 

meaningfu l  exchanges and act ive ly promote the narrat ive of 

"telling the Hong Kong story" to a global audience.

The Chinese Domain Name Co-ordination 
Consortium (CDNC)

The Chinese Domain Name Co-ordination Consortium (CDNC) 

is an independent, non-prof i t  organisat ion that promotes the 

communicat ion and co-ordinat ion of technical standards and 

po l ic ies for  the Chinese Domain Name System. CDNC was 

established in 2000 by CNNIC (China Internet Network Information 

Centre),  TWNIC (Taiwan Network Information Centre),  HKIRC 

and MONIC (Macao Internet Network Information Centre). With 

the cont inued assistance of language experts from Mainland 

China, Hong Kong and Taiwan, more Hong Kong characters have 

been included in the domain name registry. In addition, with the 

concerted efforts of CDNC members, global email servers now 

support Chinese language email addresses, and CDNC members 

will continue to work hard to promote the increased adoption of 

Chinese language domain names globally.

���� 䇗◟㜁ⶆꮼ碍㓊⺲磞笞瑮 �� 㷋
僎閲꺙䈲㏇꺞艈车
◟㜁ⶆꮼ碍㓊⺲磞笞APLTD憡┉㳄ⶆ㓊䓪磞
笞䡗⿦✿舅◟㜁ⶆ㎜㳄♏澰ꮼ碍㓊ccTLD管
理嚂啶APTLD 氳䄄⛼✳⽝憡➢鶡ⶆ⪐㓊⺲管理
☕⿦湳閂⹖祺꿨◬孲♓鷾舘┪槡碍氳管理姢䇖
HKIRC 艃 APTLD ⪦⺱艈鰾瑮 �� 㷋僎閲佭鎊僎
閲꺙埠㏇香港艈车⻹䌖▽✿舅◟㜁⹖堷紈㏑ⶆ
飃鷪 ��0 ⺲✿舅╈㎜⪐㏑仼儗ⶠꭩ亏ⱶ㐕
飉ⶠⷆ㶻亏重训葐㎜￤孚ⷆ度紈㎜
➣糶事璣㏑ⶆ氳宿㛛⹉艃縖ⵜ纻┘⺱ꯝ㓊氳㵬
㳄ⴎ䦮㓊⺲硎礵㵬㳄網礙䄄䅨網礙㱨㵬
㳄⽰⺨㎜鞳銻熭䤗♏辑氪䭙香港╈㛛◬ⵜ氳ꄆ釒
䓪憡⺨㏑氳⹉艃縖䬠❠㎜꤀◬孲䇖⺐♓车Ⳃ⺸
┪槡ր鐀㞒香港ց

╈乄㓊⺲⶜鐪绤⺭僎CDNC

╈乄㓊⺲⶜鐪聯⺭僎CDNC⯞憡┉㳄暐环⹖ꪞ
擭⮵磞笞伀㏇➢鶡╈乄㓊⺲硎礵䤗轱嘅嶗⹖䷓瓁
氳嶥鵡⹖⶜鐪聯⺭僎榺 CNNIC╈㎜互聯網礙
⟔䕜╈䑐TWNIC靸㎯嫏☕⺐想網饟鞳銻╈
䑐HKIRC⹖ MONIC￤ꝛ互聯網礙鞳銻╈䑐
亦 2000 年⪦⺱䡗环㏇香港⺐想⹖╈㎜⪐㏑鏥
銨㵬㳄䧏箜⶜Ⲃ┖㓊⺲註冊ꍖ榫▽催㛡香港氳㰅
瑟塝㛛CDNC 䡗⿦◱⪦⺱ⲅⱱ杶꧇鼾⛊僜
㉻㞞☬◱⺎䶺䭤╈乄꧇鼾㏑㏥CDNC 䡗⿦㵩筷箜
ⲅⱱ䫠Ⳃ杶催㛡䫑榫╈乄㓊⺲
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Key Milestones of HKIRC in ����

HKIRC ���� 䇗꟯ꐷꄅ

HKIRC Annual Dinner  

HKIRC⼿年侪㲿

The 2nd Hong Kong Primary School Students Cybersecurity Quiz Competition

瑮◅㷋香港㵸㱄榟網礙㱨ゖ璽奄頉

2024 China Cybersecurity Week Delegation 

2024 年㎜㳄網礙㱨㲛⥉⼿哅槡♏辑㎯

Cyber Attack and Defence Elite Training 

and Competition

網礙䷍ꡕ瞿葐㓸鋍倧䷍ꡕ㛻頉

HKIRC Annual General Meeting 

HKIRC ⼿年㛻僎

2024 China Cybersecurity Week - Hong Kong Sub-Forum 

2024 年㎜㳄網礙㱨㲛⥉⼿˒香港⮇鑝㙑
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Cybersecurity Symposium 

網礙㱨䤗轱鑝㙑

Ethical Phishing Email Campaign 

ꄪ뇹꧇鼾庌綗

��th APTLD Members Meeting

◟㜁ⶆꮼ碍㓊⺲磞笞瑮 �� 㷋僎閲

Guardian of the Dataverse – IG Reels Creation Contest

丩澰㱣㲉㱥闀縖 IG Reels Ⱚ⛼奄頉

Cybersecurity Attack and Defence Drill

香港網礙㱨䷍ꡕ庌穓˒♓䷍疥ꡕ
Cyber Security Staff Awareness Recognition Scheme

⪦䋧⿦䄄ꡕ愃撳㇚錊銷ⱁ
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